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### **Workshop3B**

**Part 1 – Reviewing the lecture notes, answer the following questions**

1. What requirements should a hash function meet for information security services?

- Detect changes in messages

- Authenticate identity

1. What are the properties for a strong digital signature scheme?

* Create and verify author identity, date & time (through the signature)
* Authenticate message contents
* Signature can be verified by a third party to resolve disputes

1. Reviewing slides in Lecture 2B, explain how a hash function is used in digital signature creation and verification.

Confidentiality is achieved by checking the digest to ensure the message has not changed. Authentication is achieved by signing the message using a digital signature which uses a hash function. The digital signature includes data that is unique to the sender and appended to the message so they can be identified.

1. Reviewing the collision-resistance properties of hash functions, explain why it is computationally infeasible to forge with a new message for an existing digital signature.

A new message will create a new digital signature. An old signature is no longer valid with a new message. Hash functions operate one way so it is computationally infeasible to forge a new message for an existing digital signature.

1. Given a piece of message M and a hash function H, briefly describe the processes of signature creation and verification with the ElGamal digital signature scheme.

* The hash ***m = H(M)*, *0 ≤ m ≤(q-1)***
* Choose random integer **K** with **1 ≤ K ≤(q-1)** and **gcd(K,q-1)=1**
* Compute the value: **S1= ak mod q**
* Compute **K-1** the inverse of **K mod (q-1)**
* Compute the value: **S2 = K-1(m-xAS1) mod (q-1)**
* Signature is: **(S1,S2)**
* Any user B can verify the signature by computing
* **V1 = am mod q**
* **V2 = yAS1 S1S2 mod q**
* Signature is valid if **V1 = V2**

**Part 2 – Challenge Exercises**

1. Answer the following questions:
2. Suppose message M is represented by a sequence of bits, i.e., ![](data:image/x-wmf;base64,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). The hash value of M is defined as ![](data:image/x-wmf;base64,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), where ![](data:image/x-wmf;base64,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)is the XOR operation. Use the hash value *H(M)* as a checksum. Can this checksum detect ***any*** modification of the message? Why or why not?

The checksum can detect any modification to the message if partitioned into *n* blocks. Using parity bits the final hash can be compared to see if there is a change in the data. This provides a reasonably effective data integrity check.

1. Suppose the message is a sequence of decimal numbers, that is,![](data:image/x-wmf;base64,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). The hash value of M is defined as![](data:image/x-wmf;base64,183GmgAAAAAAAAAPYAIACQAAAABxUwEACQAAA3QCAAACAMMAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAgAPCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///7f////ADgAAFwIAAAUAAAAJAgAAAAIFAAAAFAL0AHkGHAAAAPsCIP8AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAPjXFwC1hO91wADzdW8WZqYEAAAALQEAAAwAAAAyCgAAAAADAAAAMjIyAMYCEgXAAQUAAAAUAgMCSgYcAAAA+wIg/wAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A+NcXALWE73XAAPN1bxZmpgQAAAAtAQEABAAAAPABAAAKAAAAMgoAAAAAAgAAADEy3wLAAQUAAAAUAqABkAEcAAAA+wKA/gAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A+NcXALWE73XAAPN1bxZmpgQAAAAtAQAABAAAAPABAQAPAAAAMgoAAAAABQAAACgpLi4uABACeAdgAGAAAAMFAAAAFAIDAjsOHAAAAPsCIP8AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuAPjXFwC1hO91wADzdW8WZqYEAAAALQEBAAQAAADwAQAACQAAADIKAAAAAAEAAABuMsABBQAAABQCoAFGABwAAAD7AoD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgD41xcAtYTvdcAA83VvFmamBAAAAC0BAAAEAAAA8AEBAA8AAAAyCgAAAAAFAAAASE1hYWEA2gGEA8YCEgUAAwUAAAAUAqABeAQcAAAA+wKA/gAAAAAAAJABAAAAAQACABBTeW1ib2wAdRUWCo9QfysA+NcXALWE73XAAPN1bxZmpgQAAAAtAQEABAAAAPABAAANAAAAMgoAAAAABAAAAD0rKyvYAsYCTAIAA8MAAAAmBg8AewFBcHBzTUZDQwEAVAEAAFQBAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGBkRTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCEvJ/JfIY8hL0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQDyHyCl8gol9I8h9BAPQQD0D0j0F/SPQQDyGl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDSAACAIIoAAIAg00AAgCCKQACBIY9AD0CAINhAAMAHQAACwEAAgCIMQAAAQACAIgyAAAACgIEhisAKwIAg2EAAwAdAAALAQACAIgyAAABAAIAiDIAAAAKAgSGKwArAgCCLgACAIIuAAIAgi4AAgSGKwArAgCDYQADAB0AAAsBAAIAg24AAAEAAgCIMgAAAAAAVQoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCEAAHAAAAAAC8AgAAAAABAgIiU3lzdGVtAKZvFmamAAAKAEcAigEAAAAAAAAAACziFwAEAAAALQEAAAQAAADwAQEAAwAAAAAA). Do you think this hash function H meets the requirement of strong collision resistance? Why or why not?

If the above hash algorithm produces same hash values with different messages, the collision resistance is weak. If the hash algorithm provides different hash values for different messages then the collision resistance is strong. From the data provided the collision resistance appears to be weak because having the same digits will provide the same hash. Example: the number H(12) = 12 + 22 = 5 will have the same answer as H(21) = 22 + 12 = 5.

1. Consider the ElGamal signature scheme. Suppose (S1, S2) is the digital signature for message M. In order to verify the signature, user B calculates the following values:

V1= am mod q

V2= (yAS1 ) ×(S1S2) mod q

Explain why the signature is valid whenV1= V2.

V1 verifies

**Part 3 – Exercises via CrypTool**

Using the CrypTool, complete the following exercises and answer the questions.

1. Use the RSA keys that you have created in the previous workshop to sign the following document; and then to verify the signature. Is the signature valid? Now, create another pair of keys, and use the new key to verify the same signature. Is the signature valid now?

The signature is valid when signing the document and verifying it with the same key pairs. The signature fails when generating a new key pair and checking it against the old signature.

1. Review the different roles of a private key in digital signature and encryption/decryption, and answer the following question:

In the previous week when you decrypted the ciphertext, CrypTool required that you provide your PIN code (while when the document was encrypted, it did not require the PIN). Now, when you sign the document, the system requires that you enter the PIN (while it does not require the PIN when the signature is verified). Explain the above-mentioned differences, that is, why the PIN is required for decryption and signature generation, while the PIN is not required for encryption and signature verification.

The PIN is required for decryption and signing because it is acting as a private key. The private key is only used for signing and decrypting messages. Encryption and signature verification are done using the public key and do not require a pin because they are made available publicly.

A flurry of events in 1995 demonstrated that issues related to electronic commerce and information security are of deep concern to the public, businesses, government, researchers, and users of the rapidly expanding Internet. The sometimes heated and wide ranging debate concerning cryptographic policy, content controls, commerce, and interoperability on the Internet tends to divert attention away from the need for a reasoned assessment and understanding of the true dynamics of nurturing a diverse global marketplace on the Internet. Lost in the contentious debate is a principle we feel is particularly important given the nature of information technology: that a policy consistent with user requirements and market acceptance provides economic benefits. In some cases, the 'economic pie' can be expanded--or shrunk--by corporate or government actions, inevitably affecting all.

We argue that information security is compromised if federal policies and corporate initiatives ignore user requirements and the basic principles of Internet economics.This in turn may limit market acceptance of new research, services, applications, and technologies. For example, unintended results from ill-formed federal laws may severely limit economic benefits gained from billions of dollars of federally sponsored research that created and sustained the Internet. Furthermore, in the guise of enhanced security and advanced features, proprietary systems and partitioned markets lead to a lack of interoperability that further compromises prospects for society to realize the aforementioned benefits. Many of these problems can be avoided by an open policymaking process that is informed by collaborative research and development activities.

[Source: from a paper on technologies and policies for information security, by Lee McKnight, et al, March 1995]